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METHOD AND SYSTEM FOR ROUTE 
PLANNING OF AIRCRAFT USING 

RULE-BASED EXPERT SYSTEM AND 
THREAT ASSESSMENT 

This application claims the bene?t under 35 U.S.C. 119(e) 
to US. Provisional Patent Application No. 60/632,909, 
“Threat Avoidance System,” ?led Dec. 3, 2004, the entire 
contents of Which are incorporated herein by reference. 

BACKGROUND 

1. Field of the Invention 
The present invention relates to systems and methods for 

planning and/or adjusting aircraft routes. More particularly, 
the invention relates to automated systems and methods for 
planning and/or adjusting aircraft routes based on threats in 
dynamic simulation and operational environments. 

2. Background Information 
Militaries around the globe conduct a Wide variety of 

training, simulation, and real-World exercises and missions 
involving aircraft. Personnel Who plan air missions and 
exercises (e.g., called mission planners or mission control 
lers) are conventionally responsible for planning and adjust 
ing aircraft ?ight paths to avoid threats so that aircraft can 
achieve mission and campaign objectives. Threats can 
include air-based, ground-based, or sea-based threats and 
may be man-made or naturally occurring. Typical threats 
include, for example, surface-to-air missiles (SAMs), enemy 
aircraft armed With air-to-air missiles (AAMs), mountainous 
terrain, and severe Weather. 

Various systems and methods are known in the art for 
routing and/or rerouting an aircraft to avoid threats. US. Pat. 
No. 4,947,350 discloses a method for determining an opti 
mal route for minimiZing the likelihood of an aircraft 
succumbing to a threat. An initial route is selected having a 
start point, an end point and a plurality of equal-length 
straight line segments that interconnect multiple Waypoints 
betWeen the start point and the end point. A routine is then 
implemented Wherein each of the Waypoints is then moved 
incrementally in a given direction, and the kill probability 
accrued by each line segment connected to a given Waypoint 
is evaluated in turn to determine a position for that Waypoint 
Which has the loWest associated kill probability. This routine 
is continued until all of the Waypoints have been moved in 
the given direction to ?nd the optimal position of all the 
Waypoints, thereby providing an optimiZed route. The rou 
tine is then repeated in the above-described manner except 
that the Waypoints are moved in a direction at an angle (e.g., 
perpendicular) to the previous given direction of Waypoint 
movement. The routine may be repeated again in the above 
described manner, but With the movement of the Waypoints 
in a direction at an angle to the previous Waypoint movement 
(e.g., parallel to the ?rst Waypoint movement). 
US. Pat. No. 4,812,990 discloses a method for determin 

ing the optimal path of an aircraft betWeen a ?rst point and 
a second point such that the aircraft heading at the second 
point is Within preselected minimum and maximum heading 
limits. A tWo-dimensional reference grid is de?ned Wherein 
the ?rst point is disposed in the center cell of the ?rst column 
(or “?rst rank”) of the grid and the second point is adjacent 
to the center cell of the last column of the grid. The possible 
?ight paths betWeen the ?rst and second points are deter 
mined, and the path of minimum cost is selected as the 
optimal path. The possible ?ight paths are constructed by 
identifying the possible connections betWeen cells in the last 
column and the second point and then betWeen each pair of 
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2 
adjacent columns, Working backWard from the last column 
to the ?rst point, Which is located in the ?rst column. A 
possible connection is deemed to exist When the aircraft can 
?y from one point to another point and arrive at that other 
point Within particular heading limits Without exceeding the 
predetermined maximum lateral acceleration of the aircraft. 
Corresponding heading limits are determined for each con 
nection, and all possible ?ight paths are examined, consis 
tent With the preselected heading limits at the second point 
(e.g., the ?nal target area) and the maximum lateral accel 
eration alloWed for the aircraft. 

US. Pat. No. 6,546,338 discloses a method for preparing 
an avoidance path in a horizontal plane so that an aircraft can 
resolve a con?icting route With another aircraft that involves 
a risk of collision occurring Within 5 to 10 minutes, Wherein 
the avoidance path minimiZes the negative effects of the 
resultant route diversion on the ?ight plan of the aircraft. The 
threatening aircraft ?rst takes an evasive maneuver With an 
initial heading relative to the threatened aircraft Which is 
tangential, on one side or the other, to the edges of a circle 
of protection plotted around the threatened aircraft, Wherein 
the radius of the circle of protection is equal to a minimum 
permitted separation distance. At a suitable point, the threat 
ening aircraft then changes its heading to “home in” on the 
initial route. The preparation of the avoidance path can be 
implemented by a ?ight management computer, and after 
acceptance by the aircraft creW, the ?ight management 
computer ensures that the avoidance path is implemented by 
the automatic pilot. 
US. Pat. No. 5,631,640 discloses a computer-based 

method Wherein a previously unknoWn threat is detected, 
and a determination is made as to Whether the aircraft’s 
planned route intersects intervisibility With the treat (i.e., 
Will make the aircraft visible to the threat). If not, the 
planned route is maintained. Otherwise, the aircraft route is 
changed depending on hoW far the intersection of intervis 
ibility is from the aircraft. A route change is automatically 
made if the intersection is less than a predetermined dis 
tance. If the intersection is greater than the predetermined 
distance, the aircraft operator is noti?ed, and the severity of 
the threat is checked against possible altitudes at Which the 
aircraft is permitted to ?y to determine if the planned route 
may be maintained at a different acceptable altitude. If a 
different acceptable altitude is available, the aircraft operator 
can maintain the planned route at the neW altitude or choose 
the route change, such that the operator can manually 
respond to a threat Where doing so does not endanger the 
aircraft. 

US. Pat. No. 6,334,344 discloses a process for recon?g 
uring trajectories of airborne vehicles in real time to adapt a 
mission to a neW situation that has arisen through the 
occurrence of a disrupting event. The process updates real 
time context data in vieW of the occurrence of the disrupting 
event and analyZes the neW real-time context to select a 
prede?ned method chosen from a set of different prede?ned 
methods stored in memory for determining a neW trajectory. 
Each of the prede?ned methods directly translates opera 
tional strategies customarily employed by aircreW in a given 
real-time context to determine a neW trajectory Which best 
suits the current real-time context. The process executes the 
selected prede?ned method, Which determines a neW traj ec 
tory according to the mission data and the real-time context, 
and displays the neW trajectory on a display, overlayed on 
the current trajectory. If the pilot of the airborne vehicle 
validates the neW trajectory, the process transmits the infor 
mation of this neW trajectory to an automatic pilot device. 
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US. Pat. No. 6,424,889 discloses a method for generating 
a horizontal path for the avoidance of danger Zones for an 
aircraft. The contours of each danger Zone are modeled by 
a succession of connected segments. TWo homing circles 
and tWo capture circles are determined, Which pass respec 
tively through the initial point and ?nal point, are tangential 
respectively to the initial route and to the ?nal route, and 
have respectively the initial and ?nal turning radius of the 
aircraft. Tangents both to the homing circles or the capture 
circles and to the contour of each danger Zone are deter 
mined. From these tangents, pairs of tangents to a homing 
circle and to a capture circle are identi?ed that avoid danger 
Zones are identi?ed, thereby providing possible path skel 
etons connecting a homing circle to a capture circle. The 
shortest of the path skeletons is selected, and then the 
selected skeleton path is further optimiZed. 
The present inventors have recogniZed a need for an 

automated system and method to aid mission planners in air 
operation centers (AOCs) to perform simultaneous rerouting 
of multiple aircraft on multiple ?ight paths, While taking into 
account changing threats, in order to achieve the objectives 
of multiple missions. Conventional automated techniques 
and tools are insu?icient to process routing and/or rerouting 
for large numbers of aircraft and missions (e.g., thousands of 
missions) that might be controlled by an AOC. Currently, 
missions are handled among a large number of human 
mission planners, Who must monitor current status of the 
aircraft and its mission, the intended goals, and the changing 
threats that might prevent those missions from being suc 
cessful. Additionally, processing air tasking orders into 
suitable simulation orders is tedious and time-consuming for 
the mission planners and is prone to errors. The present 
inventors have recogniZed a need to reduce the manpoWer 
that is associated With processing routing and/or rerouting 
for large numbers of aircraft and missions in simulation, 
training (e.g., computer-aided and real-World training) and 
operational settings. 

SUMMARY 

It is an object of the invention to provide a computer 
based system and method for determining ?ight paths for 
multiple aircraft involved in multiple missions and for 
dynamically and simultaneously rerouting the multiple air 
craft based upon changes in man-made and natural threats 
and based upon factors such as, for example, aircraft type, 
mission task, sensor evasion capability, fuel range, surviv 
ability, damage condition, location, heading, altitude, speed, 
and restricted areas. 

It is another object to reduce the human manpoWer needed 
for processing large numbers of missions involving the 
routing and/or rerouting large numbers of aircraft in simu 
lation, training and operational settings and to thereby 
reduce mistakes. 

It is another object to process large numbers of missions 
involving the routing and/or rerouting large numbers of 
aircraft in simulation, training and operational settings 
quickly and e?iciently. 

According to one exemplary embodiment, a method for 
establishing a ?ight path for an aircraft betWeen an initial 
point and a destination point comprises: (a) dividing an 
airspace encompassing an initial point and a destination 
point into a plurality of grid cells; (b) identifying a ?ight 
path betWeen the initial point and the destination point; (c) 
calculating a cumulative threat risk value for each of the grid 
cells; (d) establishing an alloWable threat risk per grid cell 
based on a rule set; (e) identifying an intermediate point 
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4 
from Which to deviate the ?ight path based upon an analysis 
of the cumulative threat risk values of the grid cells, if the 
threat risk value of any of the grid cells intersecting the ?ight 
path exceeds the alloWable threat risk; (f) identifying a 
deviation from the intermediate point to a neW intermediate 
point such that the neW intermediate point has a cumulative 
threat risk value loWer than or equal to the alloWable threat 
risk per grid cell; (g) adjusting the ?ight path betWeen the 
initial point and the destination point to pass through the neW 
intermediate point, thereby providing a modi?ed ?ight path; 
and (h) repeating steps (e)4(g) until each grid cell intersected 
by the modi?ed ?ight path has a cumulative threat risk value 
beloW the alloWable threat risk per grid cell, or until another 
stopping condition is met. 
According to another exemplary embodiment, a system 

for establishing a ?ight path for an aircraft comprises a 
memory and a processing unit coupled to the memory, 
Wherein the processing unit is con?gured to execute the 
above-noted method. According to another exemplary 
embodiment, a computer readable carrier contains execut 
able instructions adapted to cause a computer to execute the 
above-noted method. 

BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 illustrates a functional block diagram of a system 
for establishing a ?ight path for an aircraft according to an 
exemplary embodiment. 

FIG. 2 schematically illustrates a map of an airspace 
pertinent to a mission Wherein a ?ight path of an aircraft is 
modi?ed by use of an exemplary method and system. 

FIG. 3 illustrates a ?oW diagram of a method for estab 
lishing an aircraft ?ight path according to an exemplary 
embodiment. 

FIG. 4 illustrates a functional block diagram of a battle 
plan simulation system according to an exemplary embodi 
ment. 

FIGS. 5A and 5B illustrate a ?oW diagram of a method of 
establishing an aircraft ?ight path according to another 
exemplary embodiment. 

DETAILED DESCRIPTION OF EXEMPLARY 
EMBODIMENTS 

FIG. 1 illustrates a functional block diagram of an exem 
plary computer system 10 (e.g., a mission planning com 
puter) programmed to establish a ?ight path of an aircraft 
using exemplary methods described herein. The computer 
system 10 comprises a processing unit 12 and memory 14 
coupled to the processing unit. The computer system 10 can 
also comprise a graphical user interface 20 that can be 
presented to a mission planner via any suitable display unit. 
The processing unit 12 can comprise one or more suitable 
processors such as, for example, a conventional micropro 
cessor, a high-performance microprocessor, and/or other 
specialiZed circuitry. In addition, although one processing 
unit 12 is illustrated in FIG. 1, the present invention can be 
implemented using more than one processing unit if desired. 
Moreover, although one computer system 10 is illustrated, 
multiple computer systems 10 in communication With one 
another could be used. The memory 102 can be any suitable 
memory (e.g., solid-state memory, optical memory, mag 
netic memory, etc.) for storing executable instructions of a 
computer program adapted to cause the processing unit 12 to 
execute the exemplary methods described herein and for 
storing mission and aircraft information used in connection 
With the exemplary methods described herein. In addition, as 
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will be apparent to ordinary practitioners in the art, any 
suitable combination of hardware, software and ?rmware 
can be used to carry out the approaches described herein. 

From a functional standpoint, the system 10 is pro 
grammed to function as a rule-based expert system com 
prising a rules engine 16 and a route planner algorithm 18. 
The rule-based expert system embodied in system 10 can 
analyZe overall objectives of a campaign, examine the 
individual missions and aircraft assigned to those missions, 
check the ?ight plans of those missions against locations of 
threats before and during the mission, and plan alternate 
routes in order to meet the objectives of each mission while 
not exceeding the current capabilities of the aircraft. The 
rule-based expert system embodied in system 10 evaluates 
information, which is updated dynamically, to make deci 
sions based on a programmed rule set. The rule set (or rules 
?les) can be loaded into the rules engine 16 when the system 
10 is initialiZed. Establishing a particular rule set will 
depend upon the objectives of the system 10 and is within 
the purview of one of ordinary skill in the art. 

The system 10 receives information including, for 
example, mission tasking information, airspace information, 
threat event information, and constraint information from a 
military command and control system 20. It will be appre 
ciated that the command and control system 20 may com 
prise a multiplicity of computers at one or more locations 
staffed by multiple personnel. Mission tasking information 
can include information such as mission goals, secondary 
goals of opportunity (if time and fuel permit), mission types, 
an initial point (e.g., a takeoff base), a squadron con?gura 
tion, a refueling point, a destination (e.g., target) point, lead 
aircraft for a package of missions, waypoints associated with 
the ?ight paths of each aircraft, aircraft type, sensor evasion 
capability of an aircraft, current positions, headings, alti 
tudes, speeds, damage status and survivabilities of the 
aircraft, armaments, and other loads carried by the aircraft. 
It will be apparent that the command and control system 20 
can monitor the status of each mission and the status of each 
aircraft assigned to a given mission. As the command and 
control system 20 detects changes in the aircraft status, 
environmental status, threat status, and/or desired changes in 
mission tasking, it can send updated information to the 
system 10 in the form of new event messages. 

The airspace information received by system 10 can 
include information relating to, for example, an airspace 
within which to operate, borders of countries, a kill box, 
operator-de?ned restricted areas, etc., wherein a description 
of the shape of an airspace can be set forth in simple 
geometric terms such as circles, ellipses, polygons, etc. 

The threat information can include, for example, infor 
mation identifying the type of threat (e.g., SAM threats, 
enemy aircraft armed with AAMs, mountainous terrain, 
severe weather, etc.), the range of the threat in three dimen 
sions, and the lifetime of the threat. With regard to threat 
lifetime, some threats are permanent (e. g., a mountain peak), 
and some threats are intermittent or short-lived (e.g., a 
moving sever weather system, or a SAM which does not 
represent a threat during a load cycle). The aggregate 
information can be used to build a three-dimensional model 
of a battle?eld with threats and restricted areas marked 
thereon. 

Aircraft constraint information can include various types 
of information for an aircraft such as, for example, distance 
that can be ?own (also referred to as range or fuel range), 
maximum altitude, maximum speed, minimum turning 
radius, etc. 
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6 
As will be discussed further below in connection with 

FIGS. 2 and 3, based upon information received by the 
system 10 from the command and control system 20 (e.g., 
type of aircraft and type of mission), the rules engine 16 of 
the expert system embodied within system 10 sets allowable 
threat risk parameters for each aircraft associated with each 
of the missions. The allowable threat risk parameters can 
then be compared by route planner algorithm 18 embodied 
within the processing unit 12 to actual threat risks associated 
with candidate ?ight paths in aircraft for rerouting aircraft as 
needed. 

The computer system 10 can be con?gured to communi 
cate information to and from the command and control 
system 20 via any suitable interface(s) as will be appreciated 
by ordinary practitioners in the art. As noted above, system 
10 can use information obtained from the command and 
control system to develop, monitor and reroute ?ight paths 
for one or more aircraft executing missions within a cam 
paign or executing missions in a training exercise. The 
command and control system 20 can be coupled to a 
transceiver 22 such that various information can be trans 
mitted to and received from one or more aircraft (e.g., N in 
number) 40-1, 40-2, . . . , 40-N. For example, the command 
and control system 20 can transmit updated ?ight path 
information calculated by the system 10 to the aircraft 40-1, 
40-2, . . . , 40-N. In addition, the command and control 

system 20 can receive mission-related information from the 
aircraft themselves (e. g., threats neutraliZed, aircraft damage 
condition, new threat observations, etc.), and this informa 
tion can then be communicated to the system 10 for carrying 
out updated ?ight path calculations. Of course, the command 
and control system 20 may receive the mission-related 
information from a variety of sources as will be apparent to 
those of ordinary skill in the art in addition to the aircraft 
themselves. However received, the information obtained by 
the command and control system 20 can thereby provide 
feedback for use by the system 10 in making modi?cations 
to ?ight paths. Thus, according to exemplary methods 
described herein, ?ight paths of aircraft can be adjusted 
dynamically in real time based upon, for example, changes 
in environmental conditions (e.g., weather), changes in 
mission conditions (e. g., aircraft damage or destruction), and 
changes in threats. Modi?ed ?ight path information can then 
be transmitted from the system 10 to the command and 
control system 20, and thereby communicated to aircraft 
40-1, 40-2, . . . , 40-N. The modi?ed ?ight path information 

can then be reviewed and utiliZed by the air crews in a 
manual fashion, or the modi?ed ?ight path information can 
be transmitted to ?ight computers on board respective 
aircraft for implementation by automatic pilot. 

According to another exemplary embodiment, the system 
10 can also be used with one or more computer-based ?ight 
simulators (e.g., N in number) 30-1, 30-2, . . . , 30-N, 
wherein the system 10 can be coupled to the ?ight simulators 
via any suitable interface. Information can be communicated 
between the system 10 and the ?ight simulators 30-1, 
30-2, . . . , 30-N, such as described above in connection with 

aircraft 40-1, 40-2, . . . , 40-N. In particular, the system 10 

can provide dynamic aircraft rerouting information to the 
?ight computers of the ?ight simulators in a computer-based 
training environment for a training simulation for one or 
more aircraft based on an initial set of simulation data 
received from the command and control system 20 or from 
memory 14 and based upon feedback data generated by the 
actions of pilots in the ?ight simulators themselves (e.g., 
threats neutraliZed, aircraft condition, etc.). 
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FIG. 2 schematically illustrates a top vieW of a map of 
showing an airspace pertinent to a mission 200 in relation to 
a plurality of threats 202 (e.g., ground-based SAM threats). 
An original ?ight path 210 in the example of FIG. 2 is 
depicted by a straight line betWeen an initial point (e.g., 
takeoff point) 212 and a destination point (e. g., target point) 
214. The original ?ight path 210, coordinates (latitude and 
longitude) of initial and destination points 212 and 214, 
cruising altitude, etc., may be received by the system 10 
from the command and control system 20 as part of a 
mission plan for mission 200. As Will be discussed later With 
reference to FIG. 3, a modi?ed ?ight path (e.g., the combi 
nation of ?ights paths P1, P3 and P4) can be determined 
from the original ?ight path 210 by the system 10 of FIG. 1. 

Also shoWn in FIG. 2 are a plurality of threat spheres 218 
centered at respective threats 202. The threat spheres 218 
represent the spatial extent of the risks associated With the 
respective threats 202. Information about the locations of the 
threats, their types, their lifetimes, their numerical risk 
measures, etc., may be received by the system 10 from the 
command and control system 20 as part of the mission plan 
for mission 200. For example, threat data for a given SAM 
may include its location, identi?cation of a series of threat 
bands that span different altitude ranges, the maximum range 
of its ability to detect and acquire the target in each threat 
band, and the probability of kill (used as a measure of the 
threat level) for each threat band. A typical SAM threat 
might have, for example, ?ve threat bands. 

FIG. 2 further illustrates a plurality of mathematically 
de?ned grid cells 216 established by the system 10 in 
connection With carrying out a route planning algorithm 
described later herein. As Will be discussed later herein, the 
grid cells 216 can be used to analyZe threats and reroute 
aircraft based on the threats and based on information such 
as mission type and aircraft type. The grid cells 216 are 
established in three dimensions and can be uniform and 
?xed in siZe (e.g., 1 nautical mile, 5 nautical miles, etc.) or 
can be of varying siZe. For simplicity of illustration, only the 
grid cells encompassing the original ?ight path 210 are 
illustrated in FIG. 2. HoWever, it Will be appreciated that 
many grid cells are mathematically de?ned by the system 10 
in three dimensions throughout the pertinent airspace asso 
ciated With the mission 200. Determining the spatial extent 
of the pertinent airspace (also referred to as a battle airspace 
herein) in Which to establish grid cells, and determining 
suitable siZes for the grid cells, are Within the purvieW of 
those of ordinary skill in the art and Will depend upon the 
particular mission at hand. For example, the distance 
betWeen the initial and destination points 212 and 214, the 
range of the aircraft, and the required time to destination can 
be used to identify a maximum lateral deviation from the 
original ?ight path 210 beyond Which aircraft are not 
expected to ?y, and the maximum altitude of the aircraft can 
be used to set an upper vertical range on the pertinent 
airspace. Moreover, the grid cell siZe may be set based on the 
knoWn and/ or expected distribution of man-made threats and 
natural threats. For example, if the pertinent airspace is 
populated With many threats (or may be expected to receive 
such threats) separated by relatively small distances ther 
ebetWeen, it may be desirable to set a relatively small grid 
siZe (e.g., cubic cells 1 nautical mile on edge) over the 
airspace. On the other hand, if the pertinent airspace is 
populated, or is expected to be populated, With relatively 
feWer threats separated by greater distances, it may be 
su?icient to set a larger grid siZe (e.g., cubic cells 5 nautical 
miles on edge). 
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8 
An exemplary method 300 for establishing a ?ight path of 

an aircraft Will noW be described in connection With FIGS. 
2 and 3. It Will be appreciated that the processing unit 12 of 
system 10 can be con?gured (e.g., programmed) to execute 
the steps of the method (e.g., based on executable instruc 
tions programmed into the processing unit). The steps 
described beloW are carried out for a given aircraft. HoW 
ever, it Will be appreciated that the system 10 can carry out 
such steps simultaneously for multiple aircraft associated 
With multiple missions. 
At step 310 in FIG. 3, an airspace pertinent to a mission 

is divided into a plurality of grid cells, such as illustrated by 
grid cells 216 in FIG. 2. The spatial extent of the airspace 
can be determined as described previously in connection 
With FIG. 2 based on, for example, the locations of the initial 
point 212 and the destination point 214, and based on the 
spatial extent of alloWable deviations the various aircraft 
may travel considering aircraft range, required time to 
destination, etc. As noted previously, the grid cells are 
established in three dimensions and can be uniform and 
?xed in siZe. For example, the grid cells may be cubic With 
side lengths of 1 nautical mile, 5 nautical miles, etc. The grid 
siZe can, hoWever, be adjusted in any suitable manner 
appropriate for a given mission, including to be of variable 
size. 

As shoWn at step 312, a ?ight path (Which may be referred 
to as an initial or original ?ight path for convenience) for a 
given aircraft is identi?ed betWeen an initial point 212 and 
a destination point 214 in the airspace. This original ?ight 
path can be any suitable starting ?ight path including a 
straight line betWeen the knoWn initial point 212 (e.g., 
takeoff point) and knoWn destination point 214 (e.g., target 
point), such as illustrated in FIG. 2. 
At step 314, a cumulative threat risk value is then calcu 

lated for each of the grid cells 216 based on the threat 
contributions of one or more threats 202. In this regard, a 
cumulative threat risk value can be calculated for a given 
grid cell 216 based on the threat contributions of one or more 
threats 202 Whose threat spheres 218 encompass the given 
grid cell 216. For example, the cumulative threat risk value 
for a given grid cell 216 can be based on all threats Whose 
threat spheres 218 encompass the given grid cell 216, in 
Which case the cumulative threat risk value is a total threat 
risk value based on all contributing threats. In this regard, 
multiple threat spheres 218 are illustrated in FIG. 2, and the 
radii of the threat spheres 218 re?ect the range of the threat 
202. Each type of threat 202 has at least an associated threat 
level (e.g., a probability of kill, a probability of damage, or 
some other suitable numerical indication of threat risk) and 
an associated range (represented in FIG. 2 by the radii of the 
threat spheres 218). The threat level associated With a given 
threat 202 may be treated as constant Within the threat sphere 
218 or may be treated as varying (e.g., decreasing) With 
distance from the threat 202. For each grid cell 216, the 
cumulative threat risk value for that grid cell 216 can be 
stored in memory 14 along With a pointer (data structure) to 
the memory location(s) that contain more detailed informa 
tion about the various threats 202 (e.g., threat location, 
lifetime, threat range, threat levels, etc.). 
A cumulative threat risk value for each grid cell 216 can 

be calculated in any suitable Way. For example, if the threat 
level due to a given single threat 202 is represented by a 
probability of harm (e.g., damage or kill), a normaliZed 
threat level per grid cell due to that threat 202 can be 
calculated in any suitable Way, e.g., based on the number of 
grid cells Within the associated threat sphere 218. Such 
normaliZed threat levels per grid cell 216 can be calculated 
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for all of the threats 202. The cumulative threat risk value for 
a given grid cell 216 impacted by multiple threats 202 can 
be given by the cumulative probability of harm Pharm, Where 
Pharm:l—Pavol-dance and Where PavOl-dance is the cumulative 
probability of avoiding harm for the contributing threats 202 
considered PavOl-dance is equal to the product of the individual 
probabilities of avoiding harm for the contributing threats 
202 considered. Thus, for example, if the threat spheres 218 
of tWo threats 202 encompass a given grid cell 216 and the 
normaliZed probabilities of harm per grid cell for those 
threats 202 are respectively 0.02 and 0.03, then the cumu 
lative probability of harm for that grid cell 216 is Pha,m:l— 
(l—0.02)(l—0.03):0.0494. Thus, the cumulative threat risk 
value for that grid cell 216 can be set to 0.0494. 

Alternatively, threat levels per grid cell of threats 202 can 
be identi?ed in terms other than probability, e. g., using some 
other numerical scale such as 0 for the loWest risk of harm 
and 100 for the maximum risk of harm. In such a case, a 
threat risk value for a given grid cell 216 can be calculated 
by summing the threat levels per grid cell of all threats 202 
Whose threat spheres 218 overlap the given grid cell 216. 
Other Ways of representing threat levels of threats 202 and 
of calculating threat risks values for given grid cells Will be 
apparent to those of ordinary skill in the art. 

In the case of a threat 202 characterized by multiple threat 
levels, various approaches can be used to calculate threat 
risk values for grid cells 216 impacted by such threats 202. 
As noted previously, threat data for a given SAM may 
include its location, identi?cation of a series of threat bands 
that span di?‘erent altitude ranges, the maximum range of its 
ability to detect and acquire the target in each threat band, 
and the probability of kill (used as a measure of the threat 
level) for each threat band. A typical SAM threat might have, 
for example, ?ve threat bands. According to one example 
Where the threat 202 is characterized by multiple threat 
levels, the system 10 can select, for example, the maximum 
threat level or average threat level of the multiple threat 
levels, and determine a threat level per grid cell from the 
selected level, and use that threat level per grid cell in 
calculating cumulative threat risk values for grid cells 216. 
This approach has an advantage of computational e?iciency. 
Alternatively, the system 10 can keep track of each of the 
threat levels for a given threat 202 (e.g., as a function of 
another parameter, such as altitude), and if a given grid cell 
is impacted by that threat 202, the system 10 can calculate 
multiple cumulative threat risk values for that grid cell 216, 
each being associated With a given one of the multiple threat 
levels for the threat 202. Each of these cumulative threat risk 
values for that grid cell 216 Will also include the contribu 
tions from other overlapping threats 202 considered. The 
appropriate cumulative threat risk value can then be 
retrieved and utiliZed in a rerouting calculation as described 
later herein depending upon Which cumulative threat risk 
value is appropriate depending upon an aircraft parameter or 
condition. For example, if a given grid cell 216 has been 
assigned ?ve di?‘erent cumulative threat risk values because 
it is impacted by SAM threat having ?ve threat bands 
relating to different aircraft altitudes, the cumulative threat 
risk value of that grid cell 216 can be selected for a given 
aircraft based on that given aircraft’s actual altitude at that 
grid cell 216. 
At step 316, an alloWable threat risk per grid cell for a 

given aircraft is established by the processing unit 12 based 
upon a rule set. In addition an alloWable threat risk per path 
for a given aircraft can be established by the processing unit 
12 based upon the rule set, if desired. The alloWable threat 
risk per grid cell is a maximum threat risk for any single grid 
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10 
cell that may be tolerated by a given aircraft. The alloWable 
threat risk per grid cell is set by the rules engine 16 using the 
rule set based on information such as aircraft type, mission 
type, aircraft condition, range based on fuel, etc. The alloW 
able threat risk per path is a maximum cumulative threat risk 
betWeen the initial point 212 and the destination point 214 
along any ?ight path that may be tolerated by a given 
aircraft. The alloWable threat risk per path is set by the rules 
engine 16 using the rule set based on information such as 
aircraft type, mission type, aircraft condition, range based on 
fuel, etc. The alloWable threat risk per grid cell and the 
alloWable threat risk along per path may be speci?ed in 
terms of a probability or some other numerical level such as 
described above. If desired, the rule set can provide that 
these alloWable threat risks are to be set to Zero for the ?rst 
iteration of the method 300 to determine Whether a Zero -risk 
?ight path can be found at the outset. 
The rules engine 16 embodied Within processing unit 12 

can determine the alloWable threat risk per grid cell and an 
alloWable threat risk per path for a given aircraft depending 
upon various information such as aircraft type, mission type, 
aircraft condition, range based on fuel, etc. For example, a 
C-l35 aircraft reconnaissance aircraft Will avoid all threat 
situations, because it is sloW, large, has no offensive or 
defensive Weapons, and is typically full of jet fuel for its 
long-range missions. The rules engine 16 accesses the rule 
set and, based on the aircraft type (C-l35) and the mission 
type (reconnaissance), establishes (e.g., retrieves or other 
Wise calculates) the alloWable threat risk per grid cell and the 
alloWable cumulative threat risk for that aircraft/mission. It 
Will be appreciated that the alloWable threat risks for a C-l35 
may be set by the rules engine 16 to be Zero or relatively low. 
In contrast, an F-4 ?ghter aircraft on a “Wild Weasel” 
mission looks for SAM threats and Will ?y toWard these 
threats, in order to eliminate them. In this case, the rules 
engine 16 again accesses the rule set and, based on the 
aircraft type (F-4) and the mission type (Wild Weasel), 
establishes the alloWable threat risk per grid cell and the 
alloWable threat risk per path for that aircraft/mission, both 
of Which may be relatively high. HoWever, if the F-4 ?ghter 
on a Wild Weasel mission suffers damage, the alloWable 
threat risks can be reduced by the system 10 so that the 
system 10 can determine a safer ?ight path to assist the 
aircraft in returning to safety. As another example, if the F-4 
is assigned an attack mission (a different mission type) that 
has speci?c targets, it Will avoid other threats on the Way to 
the targets so that it may reach the mission targets, and the 
rule engine 16 may therefore set the alloWable threat risks to 
be Zero or relatively loW early in the mission and then to 
relatively high as the aircraft approaches the targets. This 
latter example illustrates that the alloWable threat risks can 
be changed during the course of a mission depending upon 
changes in location, changes in aircraft condition, changes in 
the status of one or more missions, changes in threat 
conditions, etc. 

Structuring the rule set to establish particular thresholds 
depending upon various conditions is Within the purvieW of 
one of ordinary skill in the art and may be done, for example, 
based upon data from real World situations that are appli 
cable to scenarios likely to be encountered, Which are 
accordingly programmed into the rule set. 
At step 318, a determination is made as to Whether the 

threat risk for the aircraft along the ?ight path 210 is beloW 
an alloWable limit (the cumulative threat risk value of the 
grid cells 216 intersecting the ?ight path 210 are beloW the 
alloWable threat risk per grid cell). If this condition is met, 
the method proceeds to step 320. If, hoWever, the cumulative 
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threat risk value of any of the grid cells 216 intersecting the 
?ight path 210 exceeds the allowable threat risk per grid cell, 
the method proceeds to step 322. In addition, a determina 
tion can be made at step 318 as to Whether the cumulative 
threat risk along the ?ight path 210 exceeds the alloWable 
threat risk per path, if desired. If either of these alloWable 
threat risks are exceeded, the method can proceed to step 
322. From a practical perspective, if both the alloWable 
threat risk per grid cell and the alloWable threat risk per path 
are used, the comparison to the alloWable threat risk per grid 
cell can be done ?rstiif the cumulative threat risk value of 
any of the grid cells 216 intersecting the ?ight path 210 
exceeds the alloWable threat risk per grid cell, there is no 
need to determine Whether the cumulative threat risk along 
the ?ight path 210 exceeds the alloWable threat risk per path. 

If it is desired at step 318 to determine Whether the 
cumulative threat risk along the ?ight path 210 exceeds the 
alloWable threat risk per path, the cumulative threat risk 
along the ?ight path 210 must be determined. The cumula 
tive threat risk along the ?ight path 210 can be determined 
using any suitable method. If the cumulative threat risk 
values for the grid cells 216 are represented using probabili 
ties, any suitable method for accumulating probabilities can 
be applied to the cumulative threat risk values for the grid 
cells 216 that intersect the ?ight path 210, such as previously 
described above. Alternatively, if numerical threat levels 
other than probabilities are used to represent the cumulative 
threat risk values of the grid cells 216, these numerical 
values can simply be added together for all of the grid cells 
216 intersecting the ?ight path 210. 

If it is determined at step 318 that the risk conditions are 
not satis?ed for the ?ight path 210, then the method pro 
ceeds to step 322, Where a modi?cation in ?ight path is 
initiated The ?ight path modi?cation beginning at step 322 
Will be described later beloW since step 322 can also be 
arrived at from step 320. 

Even though it may be determined at step 318 that the risk 
conditions do not exceed alloWable limits, the method 
proceeds to step 320 to determine if further changes in the 
?ight path 210 are desired. For example, it may be desired 
to determine if the risk to the aircraft along the ?ight path 
210 can be further reduced. If further changes in the ?ight 
path are desired at step 320 to further reduce risk to the 
aircraft, the method proceeds to step 322. If the decision is 
made to further reduce risk to the aircraft by commencing to 
step 322 from step 320, the alloWable threat risk per grid cell 
can be loWered by the system 10 (e.g., by decreasing the 
alloWable threat risk per grid cell by a predetermined 
amount) so that steps 322*328 can be executed using a loWer 
alloWable threat risk per grid cell to ?nd a modi?ed ?ight 
path With suitably loWer risk to the aircraft. 

If, at step 320, no further changes in the ?ight path are 
desired, the method proceeds to step 321, Wherein the 
mission status and threat status are monitored by receiving 
updated information from the command and control system 
20. If changes in threat status are received, the method 
proceeds back to step 314 to calculate updated cumulative 
threat risk values for each grid cell 216, and the method 
continues thereafter. If changes in mission status are 
received but there are no changes in threat status, the method 
proceeds back to step 316 to establish an updated alloWable 
threat risk per grid cell and an updated alloWable threat risk 
per path as appropriate, and the method continues thereafter. 
If changes in threat status are received but no changes in 
mission status are received, the method can proceed from 
step 314 to step 318, skipping step 316. 
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As noted above, step 322 can be arrived at from either step 

318 or 320. In either case, step 322 initiates a modi?cation 
in the existing ?ight path 210. At step 322, an intermediate 
point (e.g., Point A in FIG. 2) is identi?ed from Which to 
deviate the ?ight path based upon an analysis of the threat 
risk values of the grid cells. The intermediate point A can be 
identi?ed in a variety of Ways. For example, if there is one 
single grid cell 216 along the ?ight path 210 that has a 
maximum cumulative threat risk value (i.e., a value greater 
than that of any other grid cells 216 along the ?ight path 
210), the intermediate point A can be chosen to be at that 
grid cell 216 (e.g., at the center of that grid cell). As another 
example, if a group of contiguous grid cells 216 has the same 
maximum cumulative threat risk value, the intermediate 
point A can be chosen to be at the center of the group of grid 
cells 216 or next to the center. 
At step 324, a deviation from the intermediate point A to 

a neW intermediate point B is determined by the system 10 
such that the neW intermediate point B has a cumulative 
threat risk value loWer than or equal to the alloWable threat 
risk per grid cell. This deviation can be determined by 
identifying a direction that extends laterally (e.g., perpen 
dicularly) from the ?ight path 210 at the intermediate point 
A and at, for example, constant altitude. For example, the 
direction can point either to the left or to the right in the 
example of FIG. 2. In this regard, FIG. 2 illustrates a dotted 
line extending from the intermediate point A toWard the 
right. Grid cells 216 are examined along the direction until 
a grid cell 216 is found that has a cumulative threat risk 
value less than the alloWable threat risk per grid cell. This 
grid cell 216 is then chosen as the neW intermediate point B, 
and the ?ight path is adjusted betWeen the initial point 212 
and the destination point 214 so as to pass through the neW 
intermediate point B, thereby providing a modi?ed ?ight 
path. In the example of FIG. 2, the modi?ed ?ight path at 
this stage is illustrated by the combination of tWo legs, 
namely ?ight path P1 and ?ight path P2. The neW interme 
diate point thereby splits the previous ?ight path 210 into 
tWo neW legs that avoid the area of highest threat. 

At step 326, a determination is made Whether to continue 
iterating through steps 322*326 to generate further ?ight 
path adjustments. Initially, this decision can be made based 
on criteria like that at step 318, i.e., the decision to make 
further iterations can be based on Whether the threat risk for 
the aircraft along modi?ed ?ight path is beloW an alloWable 
limit. In particular, each leg of the modi?ed ?ight path (e. g., 
?ight path P1 and ?ight path P2) is analyZed to determine 
Whether the cumulative threat risk of a given grid cell 216 
along the modi?ed ?ight path is beloW the alloWable threat 
risk per grid cell. A determination can also be made as to 
Whether the cumulative threat risk along the modi?ed ?ight 
path is less than the alloWable cumulative threat risk per 
path. If these conditions are not met, the process returns to 
step 322 to determine a further modi?cation to the ?ight path 
until the threat condition(s) are satis?ed. Also, a determina 
tion can be made as to Whether aircraft constraints are 

satis?ed (e.g., fuel range has not been exceeded, time to 
destination has not been exceeded, etc.). If, for example, at 
some point during the cycle of steps 322*326 it is found that 
aircraft constraints Would be violated by a modi?ed ?ight 
path, iterations can be carried out using deviations generated 
in a different direction so as to satisfy both the threat risk 
conditions and the aircraft constraints. At this point, it is 
assumed that the process has determined a candidate ?ight 
path that meets the threat condition(s) and aircraft con 
straints. For example, by virtue of this process, the leg 
labeled ?ight path P2 in FIG. 2 may be split into tWo neW 
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legs labeled ?ight path P3 and ?ight path P4 Which reduces 
the threat risk to the aircraft to Within allowable limits and 
satis?es aircraft constraints. 
At this point, further iterations over steps 322*326 can be 

carried out based on threat risk and aircraft constraints using 
the above-noted candidate ?ight path as a starting point, but 
using different particular conditions. For example, iterations 
over steps 322*326 can noW be carried to further adjust the 
?ight path as long as the cumulative threat risk along the 
?ight path is reduced at least by a predetermined amount or 
percentage compared to that in the previous iteration and as 
long as aircraft constraints are satis?ed. In this case, the 
intermediate point can be chosen at step 322 in the same 
manner as described previously (e.g., selecting the interme 
diate point to be at or next to the grid cell having the 
maximum cumulative threat risk value). A neW intermediate 
point can be chosen at step 324 differently than previously 
described, hoWever, e.g., by selecting the neW intermediate 
point at a predetermined number of grid cells laterally aWay 
from the intermediate grid cell. At each iteration, the cumu 
lative threat risk along the modi?ed ?ight path is compared 
to the cumulative threat risk along the ?ight path from the 
previous iteration, and iterations over steps 322*326 are 
continued as long as the cumulative threat risk along the 
?ight path is reduced at least by a predetermined amount or 
percentage compared to that in the previous iteration and as 
long as aircraft constraints are satis?ed. Thus, if the cumu 
lative threat risk along the current ?ight path “converges” (is 
reduced by less than a predetermined percentage compared 
to that from the previous iteration), or increases compared to 
that from the previous iteration, a determination is made at 
step 326 to stop iterating. Also, if aircraft constraints Would 
be violated by the ?ight path determined in an iteration, a 
determination is made at step 326 to stop iterating, and the 
modi?ed ?ight path from the previous iteration can be 
accepted. A determination can also be made at step 326 to 
stop iterating if a predetermined number of iterations has 
been exceeded (e.g., a time out condition has occurred). 

If during the “initial” iterations of steps 322*326 referred 
to above, the process has been unsuccessful in reducing the 
threat risk to beloW alloWable limits through generating 
deviations at step 324 in only lateral directions (e.g., an 
acceptable ?ight path has not been found after a predeter 
mined number of iterations by making lateral modi?cations 
to ?ight paths), the system 10 can then continue iterations 
through steps 322*326 by making vertical (i.e., altitude) 
adjustments combined With lateral adjustments (e.g., during 
different iterations) to determine suitable intermediate points 
and associated deviations at steps 322 and 324. In this Way, 
the system can execute the route planning algorithm in three 
dimensions as opposed to simply laterally in tWo dimen 
sions. 
At the point of step 328, it is likely that an acceptable 

?ight path Will have been generated. HoWever, as noted 
above, it is possible the iterations have been stopped because 
a predetermined number of iterations has been reached (e.g., 
a time out condition as been reached). Thus, at step 328, a 
determination can be made as to Whether an acceptable ?ight 
path has indeed been found, e.g., based on Whether the 
above-described threat risks are beloW alloWable values and 
Whether aircraft constraints are satis?ed. If an acceptable 
path has been found, the process proceeds to step 321 
described previously. If an acceptable ?ight path has not 
been found, the process proceeds to step 332, and the result 
is reported to the mission controller (planner) via a suitable 
message or alarm communicated via the mission planning 
computer 10. 
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FolloWing step 328, another optional step can be carried 

out, Wherein one or more of the “Waypoints” (e.g., like 
points B and D in FIG. 2) connecting legs of the ?nal ?ight 
path is removed such that a neW straight-line ?ight leg is 
generated betWeen the Waypoints adjacent to the Waypoint 
that Was removed, thereby creating a shorter overall ?ight 
path. This neW ?ight path is then is then assessed by 
calculating the cumulative threat risk per grid cell and the 
cumulative threat risk along the ?ight path to determine if 
they satisfy the alloWable threat risk per grid cell and the 
alloWable threat risk per path. If so, this neW ?ight path can 
be accepted as the neW ?nal ?ight path. The removal of a 
given Waypoint can be done at random or can be done be 
removing the Waypoint that causes the greatest deviation of 
the present ?ight path. 

According to another exemplary embodiment, the method 
300 can be carried in tWo phases: a ?rst phase Wherein a 
Zero-threat-risk ?ight path is sought for an aircraft and a 
second phase that is implemented if a Zero-threat-risk ?ight 
path cannot be identi?ed. As Will be described beloW, the 
second phase can be implemented With more detailed infor 
mation regarding speci?c threats, aircraft types and aircraft 
constraints. Returning to FIG. 3, steps 310, 312, and 314 can 
be carried as described previously. In particular, the cumu 
lative threat risk value for each grid cell 216 is calculated at 
step 314 using values for the normalized threat level per grid 
cell that are constant across the threat sphere 318 for any 
given threat regardless of the type of aircraft. At step 316 the 
alloWable threat risk per grid cell and the alloWable threat 
risk per path are set to Zero. The cumulative threat risk value 
for each grid cell 216 and the cumulative threat risk along 
the ?ight path 210 can then be calculated at step 318 to 
determine Whether the cumulative risks are Zero. If so, the 
process can proceed directly to step 321 since it no further 
changes in ?ight path are desired at step 320. 

If a Zero-threat-risk path has not been found, the process 
proceeds to step 322, and iterations are carried out through 
steps 322*326 such as described previously, except that in 
this case the conditions tested at step 326 are Whether a 
Zero-treat-risk ?ight path can be found that also satis?es 
aircraft constraints, examples of Which have been previously 
described. At a certain point, e.g., When a predetermined 
number of iterations has been carried out Without ?nding a 
Zero-threat-risk ?ight path, the process proceeds to step 328, 
Where it is determined that an acceptable path has not been 
found (because a Zero-threat-risk ?ight path has not been 
found). HoWever, instead of proceeding to step 330, the 
process proceeds instead back to step 312, Wherein an initial 
?ight path is identi?ed for purposes of further executing the 
method 300, but under different conditions. 

In particular, at step 314, the calculation of cumulative 
threat risk values for each grid cell 216 is carried out With 
more detailed information provided by the rule set of the 
rules engine 16. For example, rather than treating the 
normaliZed threat level per grid cell 216 as a constant across 
a threat sphere 218 are regardless of aircraft type, threat 
information is assembled by the rules engine based upon 
threat information Whose normaliZed threat levels per grid 
cell depend upon threat type, aircraft type (e.g., because a 
given SAM can be more lethal to certain aircraft than 
others), and altitude, as Well as based on other parameters 
that Will be apparent to those of ordinary skill in the art. A 
SAM is a good example of a threat 202 Whose threat value 
can depend upon such variables. Thus, it Will be apparent 
that a given grid cell 216, even if encompassed by a single 
multi-level threat, such as a SAM, can have a plurality of 
normaliZed threat levels for that one threat 202, e.g., e?fec 
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tively a matrix of threat levels. For example, if the mission 
200 contemplates a SAM threat With ?ve threat bands 
depending upon altitude and contemplates 5 different air 
craft types, there can be 25:5><5 di?‘erent potential normal 
iZed threat levels for a given grid cell. Thus, When the 
cumulative threat risk “value” for a grid cell is calculated at 
step 314 due to the contribution of multiple threat spheres 
318 at a given grid cell, under this framework the matrix of 
threat levels needs to be accumulated for each grid cell. The 
accumulation can be carried out as described elseWhere 
herein as Will be apparent to those of ordinary skill in the art. 

At step 316 an alloWable threat risk per grid cell and the 
alloWable threat risk per path are set to values di?‘erent than 
Zero by the rules engine based on the recognition that the 
method 300 algorithm is noW operating in the “second” 
phase. The cumulative threat risk value for each grid cell 216 
and the cumulative threat risk along the ?ight path can then 
be calculated at step 318 for the present ?ight path based on 
aircraft, altitude or other suitable parameters to determine 
Whether the cumulative risks are less than or equal to the 
alloWable risks. 
Assuming these values are not less than or equal to the 

alloWable risks, the method proceeds to step 322, and 
iterations are carried out through steps 322*326 such as 
described previously, except that in this case the deviation 
can be determined at step 324 in three dimensionsiverti 
cally as Well as laterallyito take advantage of the frame 
Work that provides for varying threat levels as a function of 
altitude for a multi-level threat 202 such as a SAM. Itera 
tions are carried out over steps 322*326, Wherein the deci 
sion at step 326 is made by evaluating the cumulative threat 
risk value for each grid cell 216 and the cumulative threat 
risk along the ?ight path based on the matrix of cumulative 
threat risk values as described above. Further, additional 
constraints may be taken into account at step 326 in addition 
to the constraints discussed previously. In particular, con 
sidering that threat values can depend upon altitude in this 
frameWork and that deviations can be calculated at step 324 
in three dimensions, candidate ?ight paths can further be 
tested against a given aircraft’s minimum cruising altitude 
and maximum cruising altitude, as Well as against other 
constraints. 
A determination can be made at step 326 as to Whether to 

continue iterations such as previously described, and the 
method can proceed to step 328 and further steps as previ 
ously described above. An advantage of this tWo phase 
approach is that it utiliZes simple and e?icient computations 
during an initial phase to seek a Zero-threat-risk ?ight path, 
and only then moves on to sloWer, more complicated com 
putations if a Zero-treat-risk ?ight path is not found. 
As suggested previously, the various exemplary methods 

described herein can be executed simultaneously for mul 
tiple aircraft or multiple ?ight simulators, thereby determin 
ing ?ight paths for multiple aircraft in either an operational/ 
training or simulation environment. The method can also 
comprise communicating modi?ed ?ight paths determined 
by the above-noted method to one or more computeriZed 
?ight simulators or to one or more aircraft via a transceiver. 

Further, the method can comprise modifying the alloWable 
threat risk value per grid cell for a given aircraft based on the 
mission status of another aircraft. Moreover, the method can 
comprise rerouting a given one of said multiple aircraft 
based on mission status of another one of said multiple 
aircraft. 

The exemplary methods and systems described herein can 
have advantages to the conventional methods and systems. 
For example, the above described method implemented With 
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a rule-based expert system provides a process for dynami 
cally and simultaneously developing routes for multiple 
types of aircraft on multiple and di?‘erent missions, in 
response to changing threats, aircraft status, mission tasking, 
and related missions Within a package of missions. The ?ight 
paths can be rerouted, based on the current constraints of the 
aircraft, and based on assigned mission, sensor evasion 
capability, fuel range, survivability, damage condition, loca 
tion, heading, altitude, and speed. 
The exemplary rule-based expert system and method can 

perform many of the functions of a human mission planner, 
e.g., o analyZe overall objectives of the campaign, examine 
the individual missions and aircraft assigned to those mis 
sions, check the ?ight plans of those missions against 
locations of threats before and during the mission and plan 
alternate routes, in order to meet the objectives of each 
mission, While not exceeding the current capabilities of the 
aircraft. The rule-based expert system can also execute such 
functions more quickly and e?iciently substantially Without 
the human errors associated With conventional mission 
planning and aircraft rerouting, Which might otherWise 
extend an aircraft beyond its current capability or put the 
aircraft Within the range of one or more serious threats. 

Furthermore, the exemplary methods and system 
described herein can be used in both training and operational 
environments. In a training environment, the system and 
methods can be used by mission planners to suggest optimal 
planning parameters for deciding optimal ?ight paths, based 
on the type of aircraft and mission selected. The system and 
method can also support training by acting as a surrogate 
mission planner When a su?icient number of mission plan 
ners are unavailable to staff a full air operations center 
during a training exercise. In operational mode, the systems 
and methods can perform similar functions for the mission 
planners, by serving as a decision aid or as a surrogate, if 
there are an insu?icient number of mission planners to 
support the total desired missions for the campaign. 

FIG. 4 illustrates a functional block diagram of a battle 
plan simulation system 100 according to another exemplary 
embodiment. While this example is described in terms of a 
simulation system, it Will be appreciated that the functional 
aspects described can be implemented in an operational 
setting or a training setting using actual aircraft. Battle plan 
simulation system 100 includes a theater battle management 
core system (TBMCS) 110, an air operation center (AOC) 
simulation interface 112, a simulation application 126, an 
intelligent mission controller node (IMCN) expert system 
114 that further includes a rules engine 116 and a route 
planner algorithm 118 (such as described previously herein), 
and a mission planner Workstation 120 that further includes 
a mission editor 122 and a graphical input aggregate control 
(GIAC) function 124. It Will be appreciated that the IMCN 
expert system 114 can be implemented using a processing 
unit and a memory coupled to the processing unit, such as 
discussed above in connection With FIG. 1. 
TBMCS 110 is a Well-knoWn command, control, com 

munications, computer, and intelligence (C4I) system. 
TBMCS 110 provides the combat air forces (CAP) and the 
joint/combined forces With an automated and integrated 
capability to plan and execute the air battle plan for opera 
tions and intelligence personnel, at the force and unit levels. 
TBMCS 110 provides the air commander With the means to 
plan, direct, and control all theater air operations in support 
of command objectives and to coordinate With ground and 
maritime elements that are engaged in the same operation. 
A battle plan that is generated by TBMCS 110 is trans 

mitted to AOC simulation interface 112, via an air tasking 
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order (ATO), in a standard United States message text 
format (USMTF). The ATO is an order used to task and 
disseminate to components, subordinate units, and com 
mand and control agencies those projected sorties/capabili 
ties/forces to targets and speci?c missions. The ATO nor 
mally provides speci?c instructions to include call signs, 
targets, controlling agencies, etc., as Well as general instruc 
tions, as is knoWn to those of ordinary skill in the art. 
TBMCS 110 also generates an airspace control order 

(ACO), Which is transmitted to AOC simulation interface 
112 in USMTF. The ACO is an order that implements the 
airspace control plan that provides the details of the 
approved requests for airspace control measures. It is pub 
lished either as part of the air tasking order or as a separate 
document. The ACO de?nes all airspaces in a mission plan 
and provides the coordinates and shape for each airspace 
accordingly. 

Additionally, TBMCS 110 provides a list of “assets” to 
AOC simulation interface 112. Assets cam be, for example, 
bases, squadrons, and ships With their associated locations. 
AOC simulation interface 112 serves as the interface 

betWeen TBMCS 110 and simulation application 126, 
IMCN expert system 114, and mission planner Workstation 
120. AOC simulation interface 112 performs the function of 
receiving all the information sources from TBMCS 110 and 
translating the data from TBMCS 110 into a format that is 
understood by simulation application 126, such as translat 
ing each individual mission into a set of order stacks that is 
understood by simulation application 126, as is knoWn to 
those of ordinary skill in the art. Additionally, AOC simu 
lation interface 112 performs the function of receiving 
“asset” information and the ACO information and attempts 
to resolve the information from the ATO, such as assigning 
a location to a mission from the airbase information and, 
thereby, establish a takeoff location. Having retrieved the 
battle plan from TBMCS 110, AOC simulation interface 112 
is able to generate “raW missions” information, Which is 
transmitted to IMCN expert system 114. Any suitable AOC 
simulation interface 112 can be used such as knoWn to those 
of ordinary skill in the art. 

Atactical digital information link (TADIL) exists betWeen 
AOC simulation interface 112 and TBMCS 110. ATADIL is 
a Joint Staff approved, standardized communication link that 
is suitable for the transmission of digital information for the 
exchange of tactical information, as knoWn to those of 
ordinary skill in the art. Additionally, AOC simulation 
interface 112 provides “Mission updates” and “USMTF 
messages” to TBMCS 110. 
IMCN expert system 114 is a rule-based expert system 

such as described previously herein. The expert system can 
analyZe overall objectives of the campaign, examine the 
individual missions and aircraft assigned to those missions, 
check the ?ight plans of those missions against locations of 
threats, before and during the mission, and plan alternate 
routes, in order to meet the objectives of each mission, While 
not exceeding the current capabilities of the aircraft. IMCN 
expert system 114 is capable of receiving mission tasking, 
air space de?nitions, IMCN operator air restriction input, 
and threat event messages from a military command and 
control system, such as TBMCS 110. IMCN expert system 
114 also receives threat information from external sources, 
such as simulation application 126. For example, IMCN 
expert system 114 receives “simulation data” from simula 
tion application 126 via AOC simulation interface 112. 
IMCN expert system 114 uses these messages to develop, 
monitor, and, simultaneously, plan the ?ight plans of all the 
aircraft that are executing the missions Within a campaign. 

20 

25 

30 

35 

40 

45 

50 

55 

60 

65 

18 
The tWo basic components of IMCN expert system 114 

are rules engine 116 and route planner algorithm 118. Rules 
engine 116 is designed to capture the domain knoWledge of 
the mission controllers through rules and facts from AOC 
simulation interface 112. Mission controllers are able to add 
rules to the knoWledge base to add realism to the missions 
(i.e., as the mission controllers resolve missing or incorrect 
battle data). Route planner algorithm 118 is the automated 
?ight rerouting component of IMCN expert system 114, 
Which is described in more detail in reference to FIGS. 2, 
5A, and 5B. 
IMCN expert system 114 receives a variety of mission 

tasking information, airspace information, threat event infor 
mation, and constraint information such as described else 
Where herein. Rules engine 116 of IMCN expert system 114 
sets Weight factors (e.g., alloWable threat risk per grid cell 
and alloWable threat risk per path, such as described previ 
ously), in order for IMCN expert system 114 to identify an 
appropriate route behavior for the aircraft type and mission 
type, such as described previously herein. For example, 
Within each grid cell along the current ?ight path, each threat 
is assessed, based on the selected aircraft and mission 
parameters, the ability of the threat to detect the aircraft (if 
a man-made threat), the probability of damaging the aircraft, 
the probability of completely destroying the aircraft, etc. 
Then, the grid cell is assigned an accumulation of the 
probabilities across all the threats Within that cell. The grid 
cell also contains a reference to all of the threats and 
airspaces intersecting that cell, for the purpose of reasoning 
over airspace or threat characteristics, or to reason in three 
dimensions, if necessary, as described in more detail in 
reference to FIG. 2. The aircraft and mission selected 
parameters, as determined by IMCN expert system 114, are 
also used to determine Whether the cumulative threat risk 
value is too high Within the cell, as described in more detail 
in reference to FIGS. 2, 5A, and 5B. 

Additionally, rules engine 116 provides aircraft con 
straints, such as described elseWhere herein, as input to route 
planner algorithm 118. Rule ?les (also called a rule set) are 
read into rules engine 116 When IMCN expert system 114 is 
initialiZed. 

Mission planner Workstation 120 serves as the user inter 
face for personnel (mission controllers, also called mission 
planners). More speci?cally, mission planner Workstation 
120 alloWs the mission controller to vieW and modify the air 
mission stacks. 

Mission editor 122 of mission planner Workstation 120 is 
the user interface for the mission controllers and presents 
one or more graphical user interfaces (GUls) thereto. 

Mission editor 122 receives the actual orders for simula 
tion application 126, as produced by AOC simulation inter 
face 112, Which can be presented to the mission controllers 
as “text order lines” in an editable mission WindoW and, 
thereby, provides the mission controllers a mechanism for 
modifying the orders. 
GIAC function 124 is the graphical component of mission 

planner Workstation 120 that displays a graphical represen 
tation of the mission ?ight path, Which includes, for 
example, a takeoff location, the combat airspace that the 
mission is patrolling, or a target location. GIAC function 124 
can be any suitable graphical application as knoWn to those 
of ordinary skill in the art that alloWs the mission controllers 
to, for example, graphically drag the Waypoints of the 
mission ?ight path and graphically add or drop Waypoints to 
the mission ?ight path, by use of standard drag and drop 
techniques. In doing so, the “text order lines” can be 
generated automatically as modi?cations occur and the 
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modi?ed “text order lines” appear automatically in the 
editable mission WindoW of mission editor 122. 

The mission controllers are tasked With verifying that 
each mission is correct, ?lling in any missing information in 
the mission description, and routing around threats, if nec 
essary, before sending the mission to simulation application 
126. Mission planner Workstation 120 facilitates these tasks. 

Simulation application 126 can be any suitable battle 
simulation application, such as the US. Air Force’s air 
Warfare simulation (AWSIM) knoWn to those of ordinary 
skill in the art, Which models all aspects of Warfare that 
impact on Air Force activities, i.e., the air and ground forces 
that the Air Force employs and the targets and threats that it 
opposes. Other battle simulation applications include, for 
example, STAGE Scenario, developed by eNGENUlTY 
Technologies Inc. (Montreal, Canada) and the Next Genera 
tion Threat System (NGTS), developed by the Air Force 
Research Laboratory knoWn to those of ordinary skill in the 
art. 

Additionally, simulation application 126 contains the 
detailed threat information for each threat in the battle space. 
For example, threat data for a given SAM includes its 
location, a series of threat bands that span di?ferent altitude 
ranges, the maximum range of its ability to detect and 
acquire the target in each threat band, and the probability of 
kill for each threat band, Which is the likelihood that the 
aircraft can be acquired and that SAM Will both hit and kill 
that aircraft. 

The battle plan simulation system 100 Will noW be further 
described With reference to FIG. 2. In order to maximiZe 
threat avoidance for the aircraft’s ?ight path, route planner 
algorithm 118 of IMCN expert system 114 analyZes the air 
space, by ?rst dividing the space into grid cells, e.g., , a 
uniform set of grid cells 216 of equal siZe, such as described 
previously. Each grid cell 216 is assigned an accumulation 
of the probabilities across all the threats Within that cell. 
Each grid cell 216 also contains a reference to all of the 
threats and airspaces intersecting that grid cell 216, for the 
purpose of reasoning over airspace or threat characteristics, 
or to reason in three dimensions, if necessary. 

Then, route planner algorithm 118 of IMCN expert sys 
tem 114 determines the acceptable threat risk parameters for 
subsequent grid cell calculations, based on, for example, the 
aircraft type, mission type, current condition of the aircraft, 
and current fuel range, such as described previously. 

Should any of grid cells 216 along original ?ight path 210 
have a cumulative threat risk value higher than the alloWable 
threat risk per grid cell (threshold) established by the threat 
risk parameters, route planner algorithm 118 of IMCN 
expert system 114 again analyZes grid cells 216 along 
original ?ight path 210, in order to determine the an inter 
mediate point A (see FIG. 2) at or next to the midpoint of the 
highest range of threat risk values, Which is the most 
dangerous point along the ?ight path, such as described 
previously. 

Route planner algorithm 118 of IMCN expert system 114 
calculates a deviation of the ?ight path from intermediate 
point A. This deviation is determined by the calculation of 
a line that is lateral (e.g., perpendicular) to the ?ight path 210 
at intermediate point A. Route planner algorithm 118 
extends the line out, until a grid cell 216 is found that is 
Within the acceptable threat risk parameters, as determined 
by route planner algorithm 118 of IMCN expert system 114, 
e.g., the line is extended to a neW intermediate point B of 
FIG. 2. This neW location, i.e., intermediate point B, is used 
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to split original ?ight path 210 into tWo neW ?ight paths that 
avoid this area of highest threat, such as described previ 
ously. 

Grid cells 216 are then analyZed along the neW ?ight paths 
P1 and P2, and should any cells 216 along the neW ?ight 
paths P1 and P2 have threat risk values greater than the 
parameters determined by route planner algorithm 118 of 
IMCN expert system 114, the process is repeated for that 
?ight path (e.g., a point C, a point D, a neW ?ight path P3 
and a neW ?ight path P4 are generated). The overall process 
of grid cell analysis and the creation of neW paths continue, 
until threat risk values along the paths are beloW acceptable 
levels, as determined by route planner algorithm 118 of 
IMCN expert system 114. 
An exemplary method of using IMCN expert system 114 

for performing aircraft route planning for the purpose of 
threat avoidance is noW described in more detail in reference 
to FIGS. 5A and 5B. FIGS. 5A and 5B illustrate a ?oW 
diagram of a method 500 of performing aircraft route 
planning for the purpose of threat avoidance, by use of 
IMCN expert system 114 of battle plan simulation system 
100 of the present invention. In a ?rst portion of method 500, 
i.e., method steps 510 through 530 of FIG. 5A, route planner 
algorithm 118 attempts to derive a ?ight path that has a 
threat risk value of zero. In the event that no ?ight path With 
a threat risk value of Zero is found, route planner algorithm 
118 may, optionally, execute a second portion of method 
500, i.e., method steps 532 through 554 of FIG. 5B, by use 
of modi?ed threat parameters and by performing a more 
in-depth analysis of threat data that resides Within simulation 
application 126. Furthermore, Within battle plan simulation 
system 100 of the present invention, method 500 can execute 
for multiple aircraft simultaneously. Although typical threats 
include, for example, SAMs, mountainous terrain, or severe 
Weather, for the purposes of illustration in method 500, a 
SAM is used to represent an exemplary threat. 
At step 310 an airspace grid is established such as 

described previously herein, the IMCN expert system 114 
analyZes the airspace, by dividing the space into a set of 
three-dimensional grid cells, such as grid cells 216 of FIG. 
2, Which may have a ?xed siZe. For example, the default grid 
siZe may be set to 1 cubic nautical mile, but the grid siZe can, 
hoWever, be adjusted for any exercise. At step 312, IMCN 
expert system 114 receives threat information from simula 
tion application 126. More speci?cally, simulation applica 
tion 126 provides the detailed threat information for each 
threat in the battle space, such as detailed information for 
SAMs, Which has been described previously herein. 
At step 514, because multiple threat spheres 218 may 

overlap one another upon the airspace grid, IMCN expert 
system 114 determines a cumulative threat risk value for 
each grid cell 216 Within the airspace grid by accumulating 
normaliZed threat levels per grid cell for of all threat spheres 
218 that impact each grid cell 216 as described previously 
herein. The result is a battle airspace grid, Wherein each grid 
cell 216 has a cumulative threat risk value, Which in the case 
of a SAM threat, represents the total probability of kill 
associated With that grid cell 216. 
At step 516, a battle plan is received by IMCN expert 

system 114 from TBMCS 110 via AOC simulation interface 
112 that speci?es, for example, an airbase, a squadron and 
a target and, thus, the latitude and longitude coordinates of 
a takeolf point and target point for a given mission is 
overlaid upon the battle airspace grid. This is illustrated, for 
example, by mission 200 of FIG. 2, Which has an original 
?ight path 210 that is speci?ed betWeen takeolf point 212 
and target point 214. Method 300 proceeds to step 318. 
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At step 518, grid cells 216 that are along the ?ight path 
210 are analyzed by IMCN expert system 114 for cumula 
tive threats. For example, grid cells 216 along original ?ight 
path 210, as shoWn in FIG. 2, are analyZed. Additionally, 
IMCN expert system 114 determines the acceptable threat 
risk parameters for the grid cell calculations, based on the 
aircraft type, mission type, current condition of the aircraft, 
current fuel range, etc. 
At step 520, IMCN expert system 114 determines Whether 

all grid cells 216 along original ?ight path 210 have a threat 
risk value of Zero. If yes, the ?ight path is classi?ed as safe, 
the result is stored and reported to the mission controller, and 
method 500 ends. If no, the result is stored and the ?ight path 
is classi?ed as unsafe, and method 500 proceeds to step 522. 
At step 522, because it has been determined that at least 

one grid cell 216 along the ?ight path has a cumulative threat 
risk value greater than Zero, IMCN expert system 114 
analyZes further grid cells 216 along the ?ight path in 
question, in order to determine the midpoint of the highest 
range of threat risk values and, thereby, establishes an 
intermediate point along the ?ight path in question. Example 
midpoints of the highest range of threat risk values are point 
A and point C of FIG. 2. 

At step 524, IMCN expert system 114 calculates a devia 
tion of the ?ight path from the intermediate point established 
in step 522. This deviation is determined by the calculation 
of a line that is lateral (e. g., perpendicular) to the ?ight path 
at the intermediate point established in step 522. IMCN 
expert system 114 extends the line out in either direction, 
until a grid cell 216 is found that has a threat risk value of 
Zero. This Zero threat grid cell 216 is established as a next 
intermediate point. Examples of such intermediate points are 
point B and point D of FIG. 2. This neW intermediate point 
is used to split the ?ight path in question into tWo neW ?ight 
paths that avoid this area of highest threat. For example, this 
is illustrated in FIG. 2 by ?ight paths P1 and P2, Which Were 
derived from original ?ight path 210, and by ?ight paths P3 
and P4, Which Were derived from ?ight path P2. 
At step 526, grid cells 216 are analyZed for cumulative 

threats along the neW ?ight path by IMCN expert system 
114. At step 528, if the threat risk value along the neW ?ight 
path as determined in step 526 is greater than or equal to the 
cumulative threat risk value along the previous ?ight path or 
if the mission constraints as provided by rules engine 116 
have been reached, the previous ?ight path is selected as the 
candidate minimum risk route and method 500 proceeds to 
step 530. HoWever, if the threat risk value along the neW 
?ight path as determined in step 526 is less than the threat 
risk value calculated for the previous ?ight path and if the 
mission constraints as provided by rules engine 116 have not 
yet been reached, method 500 returns to step 522. 

At step 530, IMCN expert system 114 determines Whether 
all grid cells 216 along the modi?ed ?ight path have a threat 
risk value of Zero. If yes, the aircraft has been successfully 
rerouted for total threat avoidance, the result is stored and 
reported to the mission controller, and method 500 ends. If 
no, the aircraft has not been successfully rerouted for total 
threat avoidance and method 500 proceeds to step 532. 

At step 522, it is reported to a mission controller, via 
his/her mission planner Workstation 120, that the execution 
of method steps 510 through 528 has failed to locate a ?ight 
path that has a threat risk value of Zero for the given mission. 

At step 534, the mission controller decides Whether to 
abort the mission. If yes, method 500 ends. If no, method 
500 proceeds to step 536. 

At step 536, the mission controller can determine an 
alternative acceptable maximum threat risk value per grid 

20 

25 

30 

35 

40 

45 

50 

55 

60 

65 

22 
cell (alloWable threat risk per grid cell) that is greater than 
Zero and sets this parameter accordingly, via his/her mission 
planner Workstation 120. This acceptable maximum threat 
risk value per grid cell is provided to IMCN expert system 
114 as an input parameter to route planner algorithm 118. 
At step 538, the mission in question from the battle plan 

that Was received in step 316 is overlaid upon the battle 
airspace grid. Again referring to FIG. 2, this is illustrated, for 
example, by mission 200, Which has an original ?ight path 
210 that is speci?ed betWeen takeolf point 212 and target 
point 214. 

At step 540, grid cells 216 along the ?ight path are 
analyZed for cumulative threats by IMCN expert system 
114. For example, grid cells 216 along original ?ight path 
210, as shoWn in FIG. 2, are analyZed. To accomplish this, 
IMCN expert system 114 examines each grid cell 216 
against the list of all SAM threats, as provided by simulation 
application 126, and performs an in-depth analysis of this 
threat data. For example, IMCN expert system 114 examines 
all the threat bands (altitude bands) that are associated With 
each SAM along the ?ight path in question, in order to 
determine Whether a threat band exists that has a threat risk 
level Within the acceptable range, as set in step 336. IMCN 
expert system 114 classi?es any grid cell 216 as safe, if it 
includes a safe threat band Within the capability of the 
aircraft’s minimum and maximum altitude. In this Way, 
IMCN expert system 114 is calculating in three dimensions. 
At step 542, IMCN expert system 114 determines Whether 

all grid cells 216 along original ?ight path 210 have a threat 
risk value that does not exceed the value set in step 536. If 
yes, the ?ight path is classi?ed as safe, the result is stored 
and reported to the mission controller, and method 500 ends. 
If no, the result is stored and the ?ight path is classi?ed as 
unsafe, and method 500 proceeds to step 544. 

At step 544, because it has been determined that at least 
one grid cell 216 along the ?ight path has a threat risk value 
greater than the value set in step 536, IMCN expert system 
114 analyZes further grid cells 216 along the ?ight path in 
question, in order to determine the midpoint of the highest 
range of threat risk values and, thereby, establishes an 
intermediate point along the ?ight path in question. Example 
midpoints of the highest range of threat risk values are point 
A and point C of FIG. 2. 

At step 546, IMCN expert system 114 calculates a devia 
tion of the ?ight path from the intermediate point established 
in step 544. This deviation is determined by the calculation 
of a line lateral (e.g., perpendicular) to the ?ight path at the 
intermediate point established in step 544. IMCN expert 
system 114 extends the line out in either direction, until a 
grid cell 216 is found that has a cumulative threat risk value 
at or beloW the value set in step 536. This threat grid cell 216 
is established as a next intermediate point. Examples of such 
points are point B and point D of FIG. 2. This neW 
intermediate point is used to split the ?ight path in question 
into tWo neW ?ight paths that avoid this area of highest 
threat. For example, this is illustrated in FIG. 2 by ?ight 
paths P1 and P2, Which Were derived from original ?ight 
path 210, and by ?ight paths P3 and P4, Which Were derived 
from ?ight path P2. Method 300 proceeds to step 348. 
At step 548 grid cells 216 are analyZed for cumulative 

threats along the neW ?ight paths by IMCN expert system 
114. At step 550, if the cumulative threat risk value along the 
neW ?ight path as determined in step 548 is greater than or 
equal to that calculated for the previous ?ight path or if the 
mission constraints as provided by rules engine 116 have 
been reached, the previous ?ight path is selected as the 
candidate minimum risk route and method 500 proceeds to 
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step 552. However, if the threat risk value along the neW 
?ight path as determined in step 548 is less than that 
calculated for the previous ?ight path and if the mission 
constraints as provided by rules engine 116 have not yet 
been reached, method 500 returns to step 544. 

At step 552, IMCN expert system 114 determines Whether 
all grid cells 216 along the modi?ed ?ight path have a threat 
risk value that does not exceed the value set in step 336. If 
yes, the aircraft has been successfully rerouted, the result is 
stored and reported to the mission controller, and method 
500 ends. If no, the aircraft has not been successfully 
rerouted and method 500 proceeds to step 554. 

At step 554, it is reported to a mission controller, via 
his/her mission planner Workstation 120, that the execution 
of method steps 544 through 550 has failed to locate a ?ight 
path for the given mission that has a threat risk value that 
does not exceed the value set in step 536. Method 500 ends. 

In another exemplary aspect of the present invention, 
there is provided a computer-readable carrier containing a 
computer program adapted to cause a computer to execute 
the exemplary methods described herein. In this regard, the 
computer-readable carrier can be, for example, solid-state 
memory, magnetic memory such as a magnetic disk, optical 
memory such as an optical disk, a modulated Wave (such as 
radio frequency, audio frequency or optical frequency 
modulated Waves), or a modulated doWnloadable bit stream 
that can be received by a computer via a Wired or Wireless 
netWork connection. 

The invention has been described With reference to exem 
plary embodiments. HoWever, it Will be readily apparent to 
those skilled in the art that it is possible to embody the 
invention in speci?c forms other than those of the embodi 
ments described above. Variations Will be apparent to those 
of ordinary skill in the art. For example, the ordering of the 
steps 310*316 in FIG. 3 can be changed in various Ways, and 
the method of FIG. 3 could be implemented using a com 
puter Within an aircraft to determine modi?ed ?ight paths for 
that aircraft. This can be done Without departing from the 
spirit of the invention. The embodiments described herein 
are merely illustrative and should not be considered restric 
tive in any Way. The scope of the invention is given by the 
appended claims, rather than the preceding description, and 
all variations and equivalents Which fall Within the range of 
the claims are intended to be embraced therein. 

What is claimed is: 
1. A method for determining a ?ight path for an aircraft 

betWeen an initial point and a destination point, comprising: 
(a) dividing an airspace encompassing an initial point and 

a destination point into a plurality of grid cells; 
(b) identifying a ?ight path betWeen the initial point and 

the destination point; 
(c) calculating a cumulative threat risk value for each of 

the grid cells; 
(d) establishing an alloWable threat risk per grid cell based 
on a rule set; 

(e) if the threat risk value of any of the grid cells 
intersecting the ?ight path exceeds the alloWable threat 
risk per grid cell, identifying an intermediate point 
from Which to deviate the ?ight path based upon an 
analysis of the cumulative threat risk values of the grid 
cells; 

(f) identifying a deviation from the intermediate point to 
a neW intermediate point such that the neW intermediate 
point has a cumulative threat risk value loWer than or 
equal to the alloWable threat risk per grid cell; 
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(g) adjusting the ?ight path betWeen the initial point and 

the destination point to pass through the neW interme 
diate point, thereby providing a modi?ed ?ight path; 
and 

(h) repeating steps (e)*(g) until each grid cell intersected 
by the modi?ed ?ight path has a cumulative threat risk 
value beloW the alloWable threat risk per grid cell, or 
until another stopping condition is met. 

2. The method of claim 1, Wherein: 
step (b) further comprises calculating a cumulative threat 

risk along the ?ight path based upon the threat risk 
values of the grid cells that intersect the ?ight path; 

step (d) further comprises establishing an alloWable threat 
risk per path based upon the rule set; 

step (e) comprises identifying an intermediate point from 
Which to deviate the ?ight path based upon an analysis 
of the threat risk values of the grid cells if the threat risk 
value of any of the grid cells intersecting the ?ight path 
exceeds the alloWable threat risk or if the cumulative 
threat risk along the ?ight path exceeds the alloWable 
cumulative threat risk; 

step (g) further comprises calculating a cumulative threat 
risk along the modi?ed ?ight path based upon the 
cumulative threat risk values of grid cells intersected by 
the modi?ed ?ight path; and 

step (h) comprises repeating steps (e)*(g) until each grid 
cell intersected by the modi?ed ?ight path has a cumu 
lative threat risk value beloW the alloWable threat risk 
per grid cell and the cumulative threat risk along the 
modi?ed ?ight path is less than the alloWable threat risk 
per path, or until said another stopping condition is met. 

3. The method of claim 2, Wherein said another stopping 
condition is one of: 

the cumulative threat risk along the modi?ed ?ight path 
determined in a given iteration is reduced by less than 
a predetermined percentage compared to that from the 
previous iteration; 

the cumulative threat risk along the modi?ed ?ight path 
increases compared to that from the previous iteration; 
and 

an aircraft constraint Would be violated. 
4. The method of claim 1, Wherein the rule set provides 

that the alloWable threat risk per grid cell and the alloWable 
threat risk per path are established based upon at least one 
of aircraft type, mission task, and aircraft damage condition. 

5. The method of claim 1, comprising: 
further repeating steps (e)*(g) using a neW alloWable 

threat risk per grid cell loWer than said alloWable threat 
risk to determine a further modi?ed ?ight path With a 
further reduced cumulative threat risk. 

6. The method of claim 1, comprising communicating the 
modi?ed ?ight path to a computeriZed ?ight simulator. 

7. The method of claim 1, comprising communicating the 
modi?ed ?ight path to an aircraft via a transceiver. 

8. The method of claim 1, comprising determining ?ight 
paths for multiple aircraft. 

9. The method of claim 8, comprising modifying the 
alloWable threat risk per grid cell for a given one of said 
multiple aircraft based on mission status of another one of 
said multiple aircraft. 

10. The method of claim 8, comprising rerouting a given 
one of said multiple aircraft based on mission status of 
another one of said multiple aircraft. 

11. The method of claim 8, comprising identifying a 
deviation in step (f) in a vertical deviation in a given 
iteration and identifying a deviation in step (f) in another 
iteration in a lateral direction. 




